
FASTPATH CONFIG AD
ENTERPRISE CLASS SECURITY FOR MICROSOFT DYNAMICS

Fastpath Config AD integrates Microsoft Dynamics® with Active Directory for heightened security of the 
ERP system and streamlined security management. Fastpath Config AD moves all user provisioning to 
the IT help desk and eliminates potential security conflicts by removing all user administration from 
Microsoft Dynamics.

Config AD enables administrators to manage all aspects of Microsoft Dynamics security from Active 
Directory. Administrators no longer need access to the Microsoft Dynamics application or to an 
administrator password to create, change or delete Microsoft Dynamics users.

With a simple right-click, a Microsoft Dynamics user can be created in seconds. Security administrators 
are no longer required to have a system administrator password or even have the Microsoft Dynamics 
application installed.

FEATURES
•	 Eliminates use of ‘sa’ and Administrator for better security management

•	 Streamlines user provisioning

•	 Active Directory user disables/deletes are automatically synchronized with Microsoft Dynamics

•	 Microsoft Dynamics user provisioning requests become standard Help Desk task

•	 Manage Microsoft Dynamics CRM and ERP user provisioning from one window

SPECIFIC TO GP
•	 Only available single sign on product for Microsoft Dynamics GP

•	 Allows users to synchronize Windows IDs and passwords with Microsoft Dynamics GP

•	 Windows password policy enforced for Microsoft Dynamics GP logins

•	 Logoff users after periods of inactivity

•	 Manage Microsoft Dynamics GP security via Active Directory groups

•	 Compatible with Citrix, Terminal Services, Remote Desktop Services and Virtual Machines

COMPATIBILITY 

ERP
•	 Microsoft Dynamics AX: 3, 4, 2009, 2012, 2012 R2 & R3
•	 Microsoft Dynamics GP: 6, 7, 8, 9, 10, 2010, 2013, 2013 R2, 2015, 2015 R2
•	 Microsoft Dynamics NAV: 2013, 2015
•	 Microsoft Dynamics CRM: 4.0, 2011, 2013, 2015

Active Directory Integration
With the Active Directory add on,
administrators can create and
maintain users of Microsoft Dynamics
without ever opening the Microsoft
Dynamics application.

Single Sign-On 
Using the single sign-on functionality, 
employees can use their Microsoft 
Dynamics User ID/Password.  You get the 
luxury of managing only one password 
policy right from Active Directory.

Single Point of Maintenance
Within Active Directory a security
administrator can create network
users, e-mail users in Exchange as
well as ERP users in the Microsoft
Dynamics products.

True Role-Based Security
Solution provides users only the
authorizations that are needed
to do their job for better security
management.

PRODUCT BENEFITS: 

Config AD has allowed us to separate user 
provisioning for GP Security Administration. 
This allow for full separation of duties of our 

GP security group and our IT security group as 
well as full logging of all actions done by either 
group for compliance reporting. The best thing 
about this arrangement is that my IT Security 

Group does not have any access directly to 
Dynamics GP other than through Config AD so 

this separation is absolute!
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